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Introduction
This document will allow RIZIV Network Team to configure access to SFTP server XFERCOM.riziv-inami.fgov.be.
Project Context
InfoSS – SocialBenefits : informatisering van sociaal statuut/informatisation du statut social.
Your information
[bookmark: _GoBack]Please provide the information mentioned in the table below. The connection information will be sent to the mentioned contact person.
	Client Name
	

	Client KBO Nr
	

	Public IP Adresse(s)* VAL
	

	Public IP Adresse(s)* PRD
	

	Contact person
	

	Contact Phone
	

	Contact email
	


*You could have multiple public IP addresses depending on your network design and/or environment (VAL : Validation, Acceptance, PRD : Production). Please specify all the public IP addresse(s) from which you will access our server. Without this information, we won’t be able to provide access to our server.
Additional information
Access method to XFERCOM.riziv-inami.fgov.be is SFTP. Secure FTP connection are done using client key authentication. You will need to generate a key pair (one per key pair per environment). The public key will be installed on our server, the private key will be installed on the client. 
Important : Your ICT department will have to allow the SSH/TCP port 22 through your firewall/proxy towards our server XFERCOM.riziv-inami.fgov.be. 
Note : Only one account per environment will be created for a client. We are not using nominative account for external clients. Applicative account will be defined.
Next Steps
Once we receive this RFC, we will start 
· RFC to SMALS for fluxes opening (for new clients)
· Contact you for the SFTP key pair exchange.
· Creation of the accounts and directory structure.
· 
· Delivery of the connection information and procedures to the client
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